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Step 1 
 

Log in with your primary e-mail address and the password of 
your JMU account at  htps://aka.ms/mysecurityinfo.  
 
Always use Google Chrome or Edge as the browser for se�ng up 
with the YubiKey. 
Only Google Chrome is supported on Linux and macOS. 
 
If you have already set up a MFA using the Authen�cator app, 
you can con�nue as usual. Otherwise, you will need a temporary 
access pass, which you can obtain from IT support. Enter the 
access pass and confirm with "Log in".  

Only for PCs with Bluetooth: 
An op�onal prompt for Bluetooth ac�va�on may appear. 
Please select "Other device" and confirm with "Next". 

 
 

Only for Windows 11: 
Select "Security key" as the storage loca�on for the master key 
and confirm with "Next". 

 

https://aka.ms/mysecurityinfo


 

Step 2 
 

Click on "Add login method", select the 
"Security key" method and then click on 
"Add". 

 

Step 3 
 

In the next step, select the type  
and confirm the following informa�on with "Next". 
 

If necessary, confirm the informa�on from Windows Security 
with "OK". When prompted, insert your YubiKey into your 
device. 
  

Now set a secure PIN for your YubiKey. The PIN should be at 
least 6 digits long. 
 

Memorise your PIN well or write it down in a safe place. 

 

Step 4 
 

You will now be prompted to tap on your security key. 
 
To do this, briefly touch the symbol           on  your YubiKey. 

  

Step 5 
 

Finally, define a name for your YubiKey, which you can use to 
iden�fy the s�ck (e.g. to remove it if it is lost). 
 

Confirm by clicking on "Next".  
 

Done! You have successfully set up your YubiKey. 

If you have any problems with the setup, our IT support team will be happy to help you.  
(0931) 31-8 50 50  |  it-support@uni-wuerzburg.de 
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